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Abstract

China boasts over one billion internet users, with approximately 900 million
active on social media. Digital nationalism has emerged as a force to be reckoned
with in online discourse. While existing research has focused on domestic platforms
like Weibo and Bilibili, studies examining how Chinese netizens initiate nationalist
actions on global platforms such as Facebook and whether these actions garner
official attention or response remain relatively scarce. To address this gap, this study
analyzes how Chinese online nationalism responds to international events and
external criticism, and assesses whether such discourse is amplified, ignored, or
incorporated into policy considerations by the state apparatus. Using comparative

examples of the “Diba Expedition” incident on foreign platforms triggered by

Tsailng-wen's inauguration and the domestic “Ten Talks on Unity” campaign
following William Lai 's appointment, this paper examines the formation of digital
nationalism and its interaction with state discourse. Findings reveal that these
movements not only reflect public national identity but may also influence public
opinion and foreign policy through social platforms. Understanding this phenomenon
helps grasp the intersection of grassroots nationalism and state power in the digital
age. This study explores whether such online nationalist actions remain confined to

the realm of public discourse or may evolve into official policy influencing issues.

Keywords: Digital Nationalism, Cyber Nationalism, Diba Expedition, Social Media

Mobilization, Grassroots Action, Chinese Netizens
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INTRODUCTION
Research Background

According to the news on April 27 2025, there was a case of Chinese insults, as
the map of China in the support banner of the internationally famous soccer player
Cristiano Ronaldo did not show the Taiwan region, which triggered the dissatisfaction
of the little pink and threatened to boycott Cristiano Ronaldo, but the relevant
postings have now been taken down and can no longer be accessed. The so-called
Chinese insults (%) have been occurring so often that nowadays fewer people pay
attention to them or even don't know about them. The so-called Chinese insults are the
so-called internet nationalism that often digs up some cases that are degrading to their
own country and nation to carry out the “campaign" behavior.

These exodus behaviors are usually carried out on social media to refute content
that is different from their ideas, to promote their ideas in various forms, and to attack
behaviors that are called smears to them. This study will examine the development of
cyber nationalism through the causes of the 2016 Diba Expedition and its impact on
the subsequent online environment, how cybernationalist organizations act on social
media, and whether these actions affect the official policies and actions of the
government of the People's Republic of China, and how these two are related and
interconnected.

This collective reaction to foreign individuals or brands suspected of hurting the
feelings of the Chinese people through their words, images or product designs has
gradually been institutionalized into a unique phenomenon of digital nationalism.
Chinese netizens have initiated a “campaign” on social media by posting,

commenting, forwarding, and creating fanzines during such incidents to protect the



country's image, defend national dignity, and even spread their political stance in
cyberspace in a light and humorous way.

The development of this kind of cyber nationalism, especially the “march over
the wall” on social media platforms, presents a highly organized and symbolic mode
of digital action. The 2016 “Diba Campaign” erupted following Taiwanese President
Ing wen Tsai inauguration. Hundreds of thousands of Chinese netizens used VPNs to
bypass the Great Firewall and flood Facebook with a massive wave of messages
defending the “One China” principle. This marked the first organized export of
domestic Chinese nationalism to a global platform, demonstrating the mobilization
capabilities of grassroots groups in the digital age. Similarly, following William Lai
nauguration in 2024, China's domestic “Ten Talks on Unity” online campaign
exemplified digital nationalism within the Great Firewall. The contrast between
official-led initiatives and grassroots sentiment reflects the complex interplay between
the state and netizens.

These cases reveal that China's digital nationalism transcends mere online
cultural phenomena, becoming deeply intertwined with international politics and state
governance. This study will analyze the causes, manifestations, and impacts of these
online movements to examine how they form and amplify within digital spaces, while

assessing their potential to evolve into official policy considerations.

Research Motivation
In recent years, with the emergence of China's insulting incidents on
international media and social media platforms, online nationalist actions have slowly
become a way for Chinese netizens to express their political stance and mobilize their

collective emotions. Often in the name of a campaign, these actions are carried out by



using tools such as VPNs to collectively enter foreign social media platforms and
bombard them with messages, postings, and declarations of stance. Although these
actions are often regarded as spontaneous expression by netizens, their organization,
symbolism, and overlap with official discourse suggest that they are not only
culturally and emotionally driven, but may also involve the tacit approval of the state.

While many scholars focus on anti-China incidents or brand controversies, cross
strait political events actually reveal distinct behavioral patterns among Chinese
netizens on domestic and international platforms. This study aims to clarify the
operational logic behind these behaviors and how they influence both international
and domestic online discourse environments.

Take the 2016 “Diba Campaign” as an example: hundreds of thousands of
Chinese netizens collectively flooded Facebook via VPNs, flooding the platform with
comments, memes, and political slogans to express opposition to Taiwanese President
Tsai Ing-wen's inauguration. While such actions appear spontaneous on the surface,
their high degree of organization, symbolic significance, and partial overlap with
official narratives suggest they may have received tacit state approval or indirect
support. In contrast, the 2024 “William Lai Ten Talk on Unity” campaign primarily
unfolded on domestic Chinese platforms like Weibo and Bilibili. This event sparked
widespread netizen discussion and reposting, accompanied by state media-driven
propaganda, illustrating how the state guides and amplifies nationalist sentiment
within its domestic internet sphere.

This study aims to understand how Chinese netizens export nationalist sentiment
via VPNSs to external networks and examine how this “online campaigning” pattern
impacts the online environment for Taiwanese and international users. It also explores

how nationalism is absorbed, guided, and even extended into policy discourse within



China's domestic internet through the interplay of official propaganda and public
responses. This comparative analysis helps reveal selective enforcement within
China's internet governance, as well as the cooperation and tensions between the state

and its netizens.

Research Purpose

This study focuses on the manifestation of Chinese cyber-nationalism across
different social media platforms, particularly examining two forms: “outbound
campaigns” and “inbound responses.” It further analyses the relationship between
these phenomena and the Chinese government's governance strategies, public opinion
control, and international communication. Using the 2016 “Diba Campaign” as a case
study, the research examines how Chinese netizens bypassed the Great Firewall to
access global platforms like Facebook, launching large-scale collective actions. By
integrating emotional expression, organizational mobilization, and meme culture, they
formed a nationalist movement with significant scale and discursive power.
Simultaneously, using the 2025 “William Lai Ten Talks on Unity” as another case, it
analysis nationalist reactions on domestic platforms like Weibo and Bilibili, and how
these reactions are absorbed or amplified through official propaganda and public
interaction.

This study aims to explain the Chinese government's strategic stance toward
these online nationalist actions whether selectively condoning “online campaigns” on
foreign platforms as an extension of diplomacy, or leveraging domestic internet
regulation and guidance to channel nationalist sentiment into tools for maintaining
social stability and bolstering state legitimacy. Furthermore, this study examines

whether these originally internet driven public opinion campaigns can influence state



positions, policies, and even diplomatic discourse from the bottom up, becoming
significant forces in political mobilization and ideological propaganda.

By comparing nationalist expressions across domestic and international
platforms, this study aims not only to supplement existing understanding of China's
digital nationalism in terms of international diffusion and political impact, but also to
alert Taiwanese society to the potential infiltration, interference, and influence such

online nationalism may exert on local social media environments.

Research Questions
Question 1: How is Chinese Internet nationalism activated, organized and manifested
through social media platforms?
Question 2: What impact do China's online nationalist actions have on official policy

positions, diplomatic statements, or media strategies?

Contribution

Focusing on the relationship between online nationalism and social media in
China, this study will examine the case studies, policy norms, and logic of action,
and will make the following academic and practical contributions to the study of
digital nationalism, political communication, and digital governance.

On the theoretical level, this study places online nationalism at the
intersection of platform politics and digital ethnographies, complementing the
inadequacy of past studies that have focused on textual analysis and historical
contexts of nationalist phenomena, and emphasizing the action patterns and logic
of symbol manipulation in the digital space. The study explores in depth how

Chinese netizens have crossed the information blockade and engaged in



expeditionary actions, which helps to understand the logic of selective control of
freedom of information in China.

For Taiwan, this study also has practical implications for public opinion
awareness. In the face of the fact that Chinese cyber nationalism often targets
Taiwan as one of its mobilizing targets, understanding the mechanisms and
possible risks of such cyber actions can help Taiwanese people identify the speech
on social platforms and prevent the speech space from being systematically
influenced or manipulated.

Therefore, this study not only fills in the relationship between Chinese cyber
nationalism's behavioral patterns on cross-border platforms and state policy
connectivity, but also promotes further understanding of the relationship between

nationalism and state power in the digital age.

Limits

There are some unavoidable constraints in the process of conducting the study.
First of all, the limitation of data access is the main challenge of this study. Due to the
Chinese government's high level of censorship of information and speech, some
primary data, such as deleted posts, information, and messages, could not be obtained,
and the study had to rely on secondary and secondary data, such as news reports,
Internet backups, academic literature, and observation records. Moreover, some
netizens delete their posts or accounts after participating in the campaign, making it
difficult to track their behavioural patterns and subsequent reactions.

The second point is the limited nature of the platform data. Since this study does
not have access to the backend algorithms or user interaction data of platforms such as

Facebook or Weibo, we can only analyse the public accounts and posts, and track



keywords and comments, which leads to a certain degree of uncertainty in assessing
the spread and impact of speech communication.

Third, because Chinese Internet nationalism relies heavily on myths, harmonies,
metaphors, and stems to convey emotions and positions to avoid being directly
targeted for deletion by the official authorities or backstage, it is necessary to
contextualize the interpretation to avoid misinterpretation and misjudgement.
However, in the absence of interview data and users' self-explanation, the meaning of

some symbols may still be interpreted differently due to the geographical relationship.

Delimits

To ensure a clear research focus and effective allocation of resources, this study
establishes a well-defined scope. The research centers on Chinese netizens' nationalist
actions on social media, with particular attention to two distinct scenarios. First,
offensive campaigns on foreign platforms, using the 2016 DiBa offensive as a core
case study, analysis how Chinese netizens collectively bypassed the Great Firewall to
access global platforms like Facebook and disseminate nationalist sentiments. Second,
domestic responses, exemplified by the 2024 William Lai Ten Talks on Unity, which
examines public reactions on domestic platforms like Weibo and Bilibili, along with
interaction patterns between official and grassroots actors.

The primary platforms studied are restricted to global open platforms like
Facebook, alongside mainstream domestic Chinese social platforms such as Weibo
and Bilibili. This delineation facilitates comparative analysis of nationalist
expressions across internal and external platforms, revealing how differing platform
mechanisms influence public opinion diffusion and mobilization. The study's

timeframe spans 2016 to 2025, encompassing representative events like the “Diba



Expedition” and the “Ten Talks on Unity.” This period not only marks the cross
border expansion of Chinese digital nationalism but also documents its intertwining
with state discourse.

Concurrently, this study does not involve interviews with individual netizens or
offline action surveys, nor does it trace the historical ideological origins of
nationalism. Instead, it focuses on the transformation of nationalism within
contemporary digital spaces and how netizen actions form and interact with the state
within a cross-platform context. This definition ensures the study remains focused on
the phenomenon of digital nationalism involving external mobilization and internal

responses, avoiding excessive diffusion into unrelated issues.



LITERATURE REVIEW
Introduction

In recent years, the phenomenon of cyber-nationalism in China has attracted
more and more attention from scholars, especially regarding its development and
expression on social media platforms. Cyber-nationalism in China is not only a state-
driven discourse, but also a bottom-up driven by grassroots netizens. The literature
review addresses different theories of cyber nationalism and examines various
perspectives on how nationalist sentiments have been mobilized through social
media campaigns and assess whether these digital actions have influenced or
evolved into the official state issue.

According to case studies like 2016 “Diba Expedition”, the research has
demonstrated how online fan communities integrate the message and information to
make the internet memes to launch cyber campaigns against pro-independence
narratives in Taiwan.! The campaign highlighted the role of pop culture in
nationalism mobilization on platforms like Facebook. Also the group like “Little
Pinks”, though not directly organized by the state, function as loyal allies in
defending national interests online, finding anything that might offend their
countries, especially during politically sensitive periods such as the elections in
Taiwan or the National activities including Taiwan.

Moreover, the mutual reinforcement between grassroots cyber-nationalist and
the Chinese government’s official “Wolf Warrior”? diplomacy, suggest that

nationalist online are not only tolerated but sometimes amplified nationalist

! Xiaoping Wu and Richard Fitzgerald, "Internet memes and the mobilization of a “One-China” cyber
nationalist campaign: the case of the 2016 Diba Expedition to Taiwan," Social Semiotics 34, no. 4
(2024).

2 Jonathan Sullivan and Weixiang Wang, "China's “wolf warrior diplomacy”: The interaction of formal
diplomacy and cyber-nationalism," Journal of Current Chinese Affairs 52, no. 1 (2023).



sentiments online for strategic purposes.

Ultimately, this literature review seeks to critically assess these theoretical
frameworks in order to understand how Chinese cyber-nationalism operate in the
digital space, the system of campaign on the social media and whether social media

radicalism has transitioned an aspect of state-sanctioned political strategy.

Cyber-Nationalism Evolution

With the rapid development of Internet and social media technologies, Chinese
nationalism has gained a wider range of channels and forms of expression, including
blogs, forums, videos, pictures, hashtags, and Internet junkies. These digital
platforms have provided new channels for the dissemination and mobilization of
nationalism. The use of the Internet as a tool for the dissemination of ideas and
ideals is a form of nationalism that was unseen before the development of the
Internet, prompting scholars to conduct in-depth research on the characteristics and
impact of Chinese cyber nationalism.

Cyber nationalism in China has been defined as a non-government-sponsored
ideology and movement that originated, exists, and develops in China's cyberspace.®
Unlike government-led nationalism, cyber nationalism is a spontaneous, grassroots
behaviour of Internet users, and Zhang et al.'s study* shows that although these
nationalist sentiments are usually aligned with official positions, they are mainly
generated spontaneously by Internet users, and spread and amplified through digital
platforms.

“Little Pink” is a prominent nationalist group in China's cyberspace, composed

3 Xiaoyu Zhang, Delia Dumitrica, and Jeroen Jansz, "Mapping Chinese digital nationalism: a literature
review," International Journal of Communication 18 (2024).

4 Zhuang Pinghui, "The Rise of the Little Pinks: China’s Angry Young Digital Warriors," South China
Morning Post 26 (2017).
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of young netizens with nationalist tendencies who actively defend the government
on the Internet. According to the South China Morning Post, these young netizens
are mostly women between the ages of 18 and 24, and most of them come from
China's third- and fourth-tier cities.> Despite attempts by the Chinese authorities to
guide and mobilize them, they are seen primarily as allies of the government, not
subsidiaries. They have demonstrated an amazing ability to organize collective
action, which is rooted in the vibrant fan culture of Chinese cyber(Wei 2025)space.

Internet fandom is frequently used in political events and in the discursive
mobilization of cyber nationalism to convey irony, parody, playfulness, and
creativity. Wu and Fitzgerald's study analysis the 2016 “Diba Expedition” event,
which is a prime example of cyber nationalism's war on the Internet through highly
organized fandom. Chinese users used multimodal elements, combining political
propaganda and pop culture, to prepare for and participate in the campaign. The
incident also demonstrated the playful and carnivalesque nature of Chinese social
media. Notably, despite Facebook being blocked in mainland China, Chinese
netizens used technologies such as VPNs to bypass firewalls to participate in the
nationalist action.

According to Zhang et al. (2022), define Chinese cyber nationalism as an
ideology and movement that is not government-sponsored, emphasizing its
spontaneous nature. Although these sentiments are often in line with the official
position, they believe that they are mainly generated and spread spontaneously by
netizens. In Zhang's view, cyber nationalism is the expression of group sentiments

empowered by digital platforms, and it is an uncontrolled act of civic political

5> Wei, X. (2025). Silver netizens as digital residents: exploring the daily digital experience of senior
netizens in China, University of Southampton.

11



participation from the bottom up.

On the other hand, Wu & Fitzgerald (2023) emphasize that the obvious fan
culture and playful nature of these actions carried out by young netizens does not
completely rule out the connection between them and national strategies.® Through a
multimodal analysis of the linguistic and visual symbols of the 2016 Diba Exodus,
they point out that such actions are organized and characterized by a mix of political
propaganda. Although they do not explicitly mention direct state involvement, they
argue that these campaigns are ideologically aligned with the official narrative, and
point out that even though Facebook was blocked in China, officials did not prevent
such wall-flipping, but rather acquiesced to the campaigns as part of a public opinion
war, suggesting some degree of potential state support.”

The development of digital technology has not only changed the ways in which
nationalism is expressed, but has also affected its reach and influence, according to
Schneider, who points out that digital nationalism is the result of “technological
empowerment, economic incentives, and policy choices” and is "an emergent feature
of communication networks. This means that the design and algorithms of online
platforms may amplify certain nationalist sentiments, further influencing public

opinion and policy decisions.

Definition of social media campaign
Social Media as a Platform for Nationalist Mobilization
Nationalist sentiment in China is no longer just a product of the state through

traditional media, but is gradually fermenting naturally in online communities. Most

® Wu and Fitzgerald, "Internet memes and the mobilization of a “One-China” cyber nationalist
campaign: the case of the 2016 Diba Expedition to Taiwan."

" Florian Schneider, "Emergent nationalism in China's sociotechnical networks: How technological
affordance and complexity amplify digital nationalism," Nations and Nationalism 28, no. 1 (2022).

12



of the existing studies still analyze the text in terms of events, but they seldom explore
how platform design and algorithms structurally contribute to nationalist mobilization
and sentiment enhancement (Zhang). The study points out that platforms such as
Weibo, Bilibili, and Jitterbit not only provide space for nationalist speech, but also

99 ¢

have feedback mechanisms (“likes,” “retweets,” and “hot lists””) that may enhance the
echo chamber effect among users, further contributing to collective action online. In
addition, the real-time and decentralized nature of social media allows individuals and
small communities to quickly gather and spread information. This ability to spread in
real time has led to the rapid outbreak and escalation of many nationalist events, such

as boycotts of foreign brands or celebrity controversies over Taiwan-related

comments.

The Combination of “Little Pink” Formation and Fan Culture

Little Pink is a representative social media nationalist group of young Chinese
netizens with a strong sense of national identity, as exemplified by the “Imperial Bar
Expedition to Facebook” in 2016, which originated from the reaction of users of
Baidu's Li Yi Bar to Tsai's victory in the election (Wu and Fitzgerald). They
collectively crossed the firewall and swiped messages on Facebook in support of the
“One China Policy” and engaged in “cyber warfare” through a plethora of fanfic,
emoticons and buzzwords.

In addition to reflecting nationalist sentiments, this incident also highlights how
fan culture in Chinese social media can be combined with political demands. Little
Pink are not the product of direct organization, but rather the result of China's diverse
online culture. Their ability to self-mobilize and organize is deeply rooted in Chinese

business and fan culture, showing that nationalism has been internalized as part of

13



digital youth culture (Wu and Fitzgerald). The “Little Pink” model mimics the idol
support model, with a clear division of labor, the use of graphic Kits, and the call to
action for online battles. Its mode of action is almost identical to that of the fan
community, but more radical, except that it transforms the idolized object into the
“motherland” and the “Chinese dream”. This also shows that internet nationalism is
no longer just a serious political mobilization and that for them, the Chinese
government is like an object of worship, trusting the government's decisions and
attacking different voices. Although the phenomenon of “Little Pink™ has been widely
discussed, there is still limited systematic analysis of how fan culture is transformed
into a tool for political mobilization. The combination of spontaneity and strategic

nationalism has not been fully explored.

Traffic Driven by Nationalism

In the analysis of public opinion after the stabbing incident of the Japanese boy
in Shenzhen, self-media deliberately incited nationalism and xenophobia in order to
attract traffic, increase views and platform recommendations. This kind of “traffic-
driven nationalism” has been rapidly spreading on microblogs, WeChat, and
Xiaohongshu through title parties, emotional graphics, and exaggerated remarks
(Wang and Li).

Many of these content creators are not motivated by political ideals, but by
commercial profits, advertising exposure, and platform partnerships, demonstrating
the transformation of Chinese nationalism from a political tool into a commercial
commodity. This situation not only blurs the line between patriotism and commerce,
but also makes extreme nationalist speech prioritized by platform algorithms, which

has a high impact on public opinion and social atmosphere.

14



Wang & Li's (2024) content analysis points out that in order to increase
readership and advertising revenue, self-media deliberately create emotional and
exaggerated nationalist content on platforms such as Weibo and Xiaohongshu,
forming a traffic-driven nationalism. The study mainly adopts media text analysis,
focusing on case texts and community responses, and does not focus on how
platform algorithms and economic incentives systematically shape the diffusion and
amplification of nationalist messages®.

In different facets, if viewed from the perspective of digital capitalism and the
attention economy, such nationalistic content becomes one of the strategic tools for
platforms to compete for users' attention. As Schneider (2022) points out, Chinese
commercial media often amplify radical nationalism through the choice of
algorithmic mechanisms and compelling headlines in order to gain traffic and
profits, which is exactly the mode of behavior that platforms inevitably adopt under
the drive of capital. Schmalz (2024) also emphasizes that digital capitalism in China
implies a strong logic of synergy between the platform and the state, meaning that
the platform is both a market entity and at the same time supported by the state and
constructed by public opinion. According to the paper, nationalism is not just an
emotional expression, but a phenomenon shaped by the economic conditions of the
platforms and the strategies of state capitalism at the same time. While Wang & Li
present exaggerated manipulation at the case level, the latter reveals how the
institutional design of the platforms and the orientation of the state are co-

conspirators in the flourishing of this nationalist narrative.

8 Wang Qiyue and Li Mingjiang, "Japanese Boy Stabbed in Shenzhen: Alarm Bells Ring for the
Traffic-Driven Business of Cyber Nationalism in China," (2024).
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The Intersection of Social Media Marketing and Political Mobilization

From an international perspective, compared to China, social media has long
been used by political parties and candidates for political marketing and mass
mobilization. In China, while the government maintains strict control over social
media, many nationalist actions have demonstrated the potential for grassroots
political mobilization, and Alves et al. show that social media platforms have the
mobilization potential, interaction mechanisms, and communication efficiency ratios
that make them indispensable tools for marketing or political advocacy.®

When it comes to nationalism, brand marketing often interacts with political
mobilization. This phenomenon can be regarded as a kind of patriotic branding, in
which companies or brands take the initiative to take a stance in specific political
events, using national symbols to look like China, in order to maintain or enhance
market favouritism. For example, in Taiwan-related, Hong Kong-related or
international disputes, many Chinese brands will openly voice their support for the
government's position on Weibo or WeChat, and bind the packaging of their
products with national identity, in an attempt to trigger the linkage between national
resonance and consumer behavior 10,

In addition, this phenomenon can also be seen as spectacle-driven politics, in
which campaigns are often presented in the form of fans, short videos, and slogans,
which construct emotional tensions through dramatization and visual symbols,
attracting the public's attention and creating a community of political intentions and

commercial drivers'?. In this context, political action is not only a declaration of

® Zhang, Dumitrica, and Jansz, "Mapping Chinese digital nationalism: a literature review."

10 Hongmei Li, "Branding Chinese products: Between nationalism and transnationalism," International
Journal of Communication 2 (2008).

11 Ouyang Chen, Sonya Song, and Mike Z Yao, "Brands as a nation: An analysis of overseas media
engagement of top Chinese brands,” Global Media and China 5, no. 1 (2020).
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identity, but also a competitive strategy for traffic and visibility, indirectly
contributing to content marketing.

Because of their ability to provoke emotional responses and high interaction
rates, extreme nationalist rhetoric is often more likely to be recommended by
platforms, creating echo chambers in which political and commercial information
can increase each other, as a result of the attention economy?*2. Such nationalist
actions may not only bring short-term traffic and commercial benefits to the brand,
but may also be seen by the state as a tool for exporting sovereign discourse and
stabilizing internal opinion. The overlap between political action and brand
narratives therefore essentially constructs a digital nationalist market whose
dynamics are driven by a combination of platform algorithms, commercial interests,
and state ideology.

In the Chinese context, while the central government's official media still
monopolize the mainstream narrative and control of public opinion, nationalist
communities often become the government's ‘external allies', forming a kind of
‘quasi-official’ public opinion guidance through advocacy or spontaneous help in
attacking foreign brands, diplomatic disputes, or criticizing dissidents. This
relationship also highlights the convergence between social media marketing

strategies and the mobilization of nationalist political sentiment.

Chinese Internet Regulations
Internet Control and the 'Firewall' in China

The Chinese government maintains strict controls over Internet content and has

12 Schneider, "Emergent nationalism in China's sociotechnical networks: How technological affordance
and complexity amplify digital nationalism."
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established an extensive Internet censorship system, commonly known as the Great
Firewall. This system is designed to restrict domestic users from accessing
information outside the country that is deemed politically sensitive or a threat to
social stability. The Chinese government uses technical means, such as IP address
blocking, DNS hijacking, and keyword filtering, to control Internet content. The
Chinese government is particularly concerned about online speech that may trigger
“collective action” and tends to censor and remove such content.*3

However, China's Internet filtering system is not uniform and may vary from
region to region, with Internet policies often more stringent in areas of higher
political risk (e.g., Beijing). While the government continues to tighten its block on
“wall-crossing” tools such as VPNs, some Internet users are still able to use these
tools to circumvent Internet censorship.t* The study estimates that a relatively small
percentage of China's Internet population uses VPNs.

Against the backdrop of the Chinese government's strict restrictions on the flow
of information on the Internet, the “march over the wall” has become a paradoxical
phenomenon that has attracted attention. Chinese netizens often utilize VPNs and
other tools to flood foreign social media platforms (e.g., Facebook, Twitter) to express
strong nationalistic sentiments about specific events or targets. These “outbursts”
often occur in the context of incidents involving national sovereignty, territorial
integrity, or events that are perceived to be detrimental to China's national interests.

This contrasts with the Chinese government's explicit ban on the use of
unauthorized VPN services. China's Ministry of Industry and Information Technology

(MIIT) has issued several circulars to clean up and regulate the market for network

13 Eric Harwit and Duncan Clark, "Shaping the internet in China. Evolution of political control over
network infrastructure and content,” Asian Survey 41, no. 3 (2001).
14 Guobin Yang, "Internet activism & the party-state in China," Daedalus 143, no. 2 (2014).
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access services and crack down on illegal VPN services. Some local governments,
such as the Chongging Municipal Public Security Bureau, have also instituted
penalties for the use of unauthorized channels for international networking.

The Chinese government's tolerance of some VPN usage is actually a deliberate
strategy. This selective enforcement mechanism can minimize political risk while
optimizing China's economic performance, expanding its external publicity and soft
power, and rallying domestic nationalist support.t® By allowing some netizens to
“flip the wall,” the Chinese government may be able to channel domestic nationalist
sentiment toward specific external targets, deflecting domestic conflict and making

“China's voice” heard in the international arena.

Regulations and Actions to Regulate Cyber Nationalist Actions

While the “march over the wall” may be tacitly tolerated or even utilized in
certain circumstances, the Chinese government does have regulations on cyber
nationalist actions. The main purpose is to ensure that these actions are in line with
the government's overall political objectives and do not get out of hand or negatively
affect domestic stability. Restrictions are mostly found in the management of Internet
content, user behavior, and the use of VPNs.

Laws and regulations related to Internet content management: The Internet
Security Law and other laws and regulations strictly control the dissemination of
information on the Internet and prohibit the dissemination of content that jeopardizes
national security, damages national honor and interests, or incites national hatred and

discrimination. These regulations can be used to curb radical speech or behavior that

15 Jinghan Zeng, Tim Stevens, and Yaru Chen, "China’s solution to global cyber governance:
Unpacking the domestic discourse of “internet sovereignty”," Politics & Policy 45, no. 3 (2017).
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may occur in the context of online nationalism.®

User account management and real-name systems: China requires Internet
service providers to implement real-name systems for users. This makes it easier for
the government to track and regulate the behavior of Internet users, and serves as a
deterrent to those who participate in the “march over the wall”.

Removal of “Harmful Information”: The government claims that it will tighten
its control over online news reporting by removing “harmful” content. This measure
also applies to information that could be seen as inciting excessive nationalism or
having negative international repercussions.

Selective Enforcement: The Chinese government has adopted a selective
enforcement strategy for VPN use. The government is likely to be more lenient with
those “over the wall” behaviors that are deemed to be in the national interest, while
cracking down more severely on those that challenge the government's position or
may cause domestic instability.

The Chinese government is also actively using official media and online
platforms to steer the direction of online opinion and shape the narrative in favor of
the government. In China's restricted online environment, Chinese netizens tend to
participate more in government-sponsored political debates and activities. The

government also utilizes the Internet as a tool to foster nationalism.

The Impact of Internet Nationalism and Official Issues
Chinese cyber nationalism has demonstrated a strong influence through social

media. For example, the “Exodus” campaign against Taiwan's President Tsai Ing-

16 Gary King, Jennifer Pan, and Margaret E Roberts, "How censorship in China allows government
criticism but silences collective expression,” American political science Review 107, no. 2 (2013).
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wen's Facebook page has been recognized as a manifestation of Chinese netizens'
nationalist sentiments. This “virtual protest” is also seen as a way of communicating
China's position and its domestic public support to Taiwan and the international
community.*’

From the government's perspective, Internet nationalism is a double-edged
sword. On the one hand, it can be used to rally people's support and demonstrate
national strength and determination. On the other hand, out-of-control cyber
nationalism can cause social instability and damage China's international image.
Therefore, the Chinese government's attitude toward cyber nationalism is complex
and dynamic, preferring to guide and utilize it in a controlled manner.

Official media and leaders' statements also reflect the government's emphasis on
online opinion and ideology. Xi Jinping emphasized that ideological work is
“extremely important work™ for the party, and called for strengthening the
management of online society and promoting the orderly development of the Internet
in accordance with the law. Official media outlets such as the Global Times have also
published articles that recognize and guide the expression of cyber nationalism to a
certain extent. This shows that online nationalism and its expression on social media
has become an issue that the Chinese government is concerned about and is trying to

lead.

Theoretical Integration Framework
The previous literature can be summarized into three key contexts for

understanding Chinese online nationalism: (1) grassroots mobilization centered on

17 Marco Huang, "Chinese netizens flood Tsai Ing-Wen’s Facebook page with anti-Taiwan
independence posts," WSJ Blogs-China Real Time Report (2016).
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emotion and fascination; (2) platform mechanisms and attention/traffic logic
determining visibility and diffusion; (3) state-level governance practices and
assertions of digital sovereignty. This study does not treat these three as mutually
exclusive explanatory pathways but adopts an integrated analytical framework,
viewing mobilization logic, governance logic, and sovereignty as mutually reinforcing
mechanisms that jointly construct the phenomenon of online nationalism. Emotional
and symbolic resources (memes, emotive discourse) form the raw materials of
mobilization logic; Platform functions and incentive structures (rankings, trending
topics, collaborative features) transform these raw materials into observable visibility
through attention-driven mechanisms; State and institutional media, meanwhile,
influence discourse production through governance logic and digital sovereignty
operations (discourse framing, amplification or suppression), thereby exerting a
counterforce on mobilization practices and platform operations. A dynamic interplay
exists among these three logics: for instance, emotional content may attract increased
traffic, prompting algorithmic amplification that in turn facilitates selective official
adoption or suppression, creating feedback loops that reshape subsequent dynamics.
This integrated framework serves two analytical functions in this study: First, it
provides a common mechanism for coding and comparing two cases (the DiBa
campaign on external networks and the Lai case on internal networks). Second, it
demonstrates how to connect micro-level posts and meme practices to platform
processes and ultimately to governance outcomes. Regarding causal inferences about
internal state coordination, this study proceeds only within the limits permitted by
discourse and interaction evidence. Subsequently, this framework will guide thematic

coding of individual cases and cross case comparisons.
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Figure 1: Model Chart
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Definitions of Key Concepts

To ensure analytical clarity and to specify how key terms are used in this study,
the following operational definitions are provided. These definitions are deliberately
practice-oriented and grounded in the literature reviewed above, and they determine
how concepts are coded and interpreted in the subsequent analysis. (1) Cyber
Nationalism: For this study, cyber nationalism refers to collective, identity-based
nationalist expression and coordinated political action that originates in online
communities and is mediated by social media affordances. It includes rapid emotional
mobilization (e.g., indignation, pride), meme-based cultural performance, and
organized platform tactics (e.g., coordinated commenting, reporting, or content
production) aimed at defending or promoting national narratives across domestic and
transnational platforms. This study treats cyber nationalism as a hybrid phenomenon
that may be grassroots-driven yet semantically and functionally entangled with
official narratives.*® (2) Mobilization Logic: Mobilization logic denotes the set of

observable methods and interactional routines by which actors turn sentiment into

18 Wu, X. and R. Fitzgerald (2024). "Internet memes and the mobilization of a “One-China” cyber
nationalist campaign: the case of the 2016 Diba Expedition to Taiwan." Social Semiotics 34(4): 697-
719.
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coordinated online action. Operational indicators include division of labor vocabulary
(e.g., “routes”, “frontlines”), platform operation tasks (reporting/liking/translating),
meme and content production workflows, and call-to-action devices (hashtags, group
announcements). Mobilization logic captures both the affordances of platforms (how
algorithms and features enable spread) and the social practices (how communities
organize) that produce mass participation. (3) Governance Logic: Governance logic
refers to the state and platform level strategies that shape, permit, or constrain online
nationalist action. This includes legal and technical controls (e.g., VPN regulation),
official media framing, algorithmic promotion or suppression, and selective
enforcement strategies that together determine which grassroots actions are tolerated,
amplified, repackaged, or suppressed. In this project governance logic is analyzed as a
variable interacting with mobilization logic to produce different outcomes across
internal and external platforms. (4) Policy Amplification: Policy amplification
describes processes by which online discourse (especially widespread or highly
visible cyber-nationalist campaigns) feeds into formal policy discourse or practice
either by prompting official statements, shaping media agendas, or being selectively
integrated into propaganda and diplomatic rhetoric. Operational evidence includes
official rephrasing of grassroots terms, citation or use of online frames in government
media, or observable policy responses temporally proximate to online campaigns. (5)
Discursive Co-production: Discursive co-production denotes the reciprocal linguistic
and symbolic exchange between state actors and grassroots participants in which
vocabulary, metaphors, and frames circulate bidirectionally. Indicators include
popularization of official slogans in grassroots posts, and conversely, the adoption of
netizen terms by state media. This co-production highlights a blurring of “top-down”

and “bottom-up” narratives. (6) Digital Sovereignty: Digital sovereignty is used here
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to describe both (a) institutional practices through which states assert control over
information spaces (platform governance, data jurisdiction, algorithmic steering), and
(b) symbolic practices by which actors perform claims to narrative space across
platforms (e.g., cross-wall expeditions that project a domestic narrative onto

international platforms).

Conclusion

Existing studies have initially and multifacetedly discussed the formation and
development of Internet nationalism in China, with particular attention to its
grassroots mobilization on social media platforms and its interaction with official
ideological propaganda. Literature such as Wu and Fitzgerald's analysis of *“ Diba
Exodus” and fandom culture, as well as Zhang et al.'s discussion of how microblogs
and piki piki mile platforms use algorithms to enhance nationalist sentiment, illustrate
the complex entanglements of digital nationalism with fan culture, popular symbols,
and political sentiments. The Chinese government has adopted a strategy of “guiding
and utilizing” Internet nationalism, using it as a tool for mobilizing public opinion on
the one hand, and suppressing it when it becomes too radical or out of control on the
other.

In existing research, while numerous scholars have conducted descriptive
analyses of the cultural practices of Chinese cyber nationalism and specific events
such as the Diba campaign and boycotts of foreign brands, most studies remain
focused on single incidents or emotional dimensions, with limited attention paid to
their interactive structures within cross platform and state governance contexts. The
contradictory relationship between Chinese netizens circumventing the Great Firewall

to launch campaigns and state regulatory policies often tacitly permitted or even
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exploited within the political context remains under analyzed. How online nationalism
forms diffusion mechanisms through memes and emotional traffic on social platforms
has also not been sufficiently integrated theoretically. This leaves gaps in our
understanding of the interactive mechanisms and political communication functions
between the state, platforms, and users.

This study aims to bridge this gap by analyzing the mobilization structures and
governance logic of Chinese cyber nationalism through three lenses: political
communication, digital ethnography, and policy interconstruction. It particularly
examines how cyber nationalism is strategically absorbed or repackaged, and how
social platform interaction mechanisms facilitate the generation and regeneration of
specific ideologies. The study's contribution lies in placing grassroots netizens'
spontaneous actions and official policy discourses within a unified analytical
framework, revealing their interwoven dynamics in the digital sphere to deepen our
understanding of nationalist politics under digital authoritarianism. Subsequent
chapters will elaborate on the research methodology and analytical strategy.
Employing qualitative case studies, the research will examine representative events
and contemporary phenomena, centering on the “Diba Campaign” and “Ten Lectures
on Unity by William Lai.” Through thematic coding and discourse analysis, it
examines the emotional structures, narrative patterns, and collective action logic
within these texts. It also scrutinizes how China's selective enforcement in cyber

governance shapes the emergence and dissemination of nationalism.
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METHODOLOGY
Introduction

The purpose of this chapter is to examine the research methodology and data
analysis procedures adopted in this study to investigate how Chinese cyber
nationalism is mobilized and expressed across both international and domestic social
media platforms, and to analyze whether these actions are selectively absorbed,
ignored, or amplified by the state apparatus. In the literature review, prior studies have
primarily focused on textual and discourse analysis of single cases, often overlooking
the comparative dimension between actions on foreign platforms and reactions within
China’s domestic platforms. To address this gap, this study employs a comparative
content analysis approach, detailing the research design, data sources, research
instruments and data collection methods, data analysis techniques, ethical
considerations, as well as the limitations and delimitations of the methodology.

Given that the central aim of this study is to understand the mobilization logic
and discursive strategies of cybernationalist actions, a qualitative research design
combined with thematic analysis was adopted. This allows the study to systematically
examine the 2016 Diba Expedition as an example of outside the wall nationalist
mobilization on Facebook, alongside the 2025 Ten Talks on Unity as a case of
domestic nationalist reactions on platforms such as Weibo and Bilibili. By comparing
these two contexts, the study highlights not only the discursive practices of Chinese
netizens on Taiwan-related issues but also the interplay between grassroots actions

and state-led narratives in shaping the dynamics of digital nationalism.

Research Design
This study employs a qualitative research methodology to investigate how

Chinese cyber nationalism is mobilized and expressed across both international and
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domestic social media platforms, and to explore whether these actions are
subsequently absorbed, ignored, or amplified by the state. Since the focus lies on
examining social phenomena with strong attributes such as behavioural patterns,
discursive strategies, and the interaction between online mobilization and state
narratives, rather than on testing statistical relationships, a qualitative design was
chosen. This approach enables the study to capture the deeper contextual meanings
and symbolic processes behind cybernationalist actions, which are often overlooked
in purely quantitative research.

Qualitative methods are especially suitable given the recurring nature of
cybernationalist events, ranging from large-scale mobilizations to smaller online
campaigns. Instead of measuring frequency or intensity alone, qualitative analysis
allows for flexible data collection and the interpretation of the structural and cultural
logics underpinning these actions. In particular, this study compares two
representative cases: the 2016 Diba Expedition, in which Chinese netizens
collectively bypassed the firewall to launch a campaign on Facebook, and the 2025
Ten Talks on Unity, which triggered widespread reactions on domestic platforms such
as Weibo and Bilibili. By situating these cases within the broader landscape of digital
nationalism, the research aims to reveal how grassroots actions and official discourses
interact in both external and internal online spaces.

The data sources will primarily consist of nationalist actions on public social
media platforms, including Facebook, Twitter, Weibo, and Bilibili. Through content
analysis and discourse analysis, the study will examine organizational patterns,
narrative frameworks, emotional mobilization mechanisms, and the extent to which

these online discourses resonate with or diverge from official state positions.
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Sources of Data

The primary sources of data for this study are the public posts, comments, and
interaction records generated by Chinese netizens’ online nationalist campaigns
across both international and domestic social media platforms. Specifically, this
research selects Facebook and Twitter as representative platforms for external
nationalist mobilization, and Weibo and Bilibili as the main platforms for domestic
nationalist discourse. This selection enables a comparative analysis of outside the wall
campaigns and internal online reactions, which together provide a more
comprehensive view of how digital nationalism operates across different online
spaces.

In terms of cases, the study focuses on two representative events closely related
to Taiwan. The first is the 2016 Diba Expedition, during which large numbers of
Chinese netizens bypassed the Great Firewall to launch a coordinated campaign on
Facebook in response to Tsai Ing-wen’s inauguration. The second is the 2025 Ten
Talks on Unity following William Lai appointment, which triggered widespread
reactions on Chinese domestic platforms such as Weibo and Bilibili. These two cases
are selected not only for their salience in the development of Chinese cyber
nationalism, but also for the contrast they provide between external mobilization and
internal discursive responses.

Although this study focuses on online spaces, particular attention is given to the
Taiwan-related dimension of these campaigns, as they often serve as flashpoints for
nationalist mobilization. It should also be noted that posts on Chinese domestic
platforms may be subject to deletion or censorship, making data preservation a

challenge. To address this, the study collects not only real-time posts but also relies on
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archived screenshots, reposts, and trending commentaries to ensure that the analysis

reflects the broader scope of online discourse during these campaigns.

Instrumentation and Data Collection

In this study, content analysis was used as the main data collection and analysis
tool to systematically collect and categorize online nationalist actions on four major
social media platforms (Facebook, Twitter, and Weibo, Bilibili) through self-designed
thematic categorization and coding methods. The code was constructed based on
existing literature and preliminary observations. The following core variables were
recorded for each post or message: the identity of the sender such as individual, public
account, the theme of the post (politics, diplomacy, cross-strait), the use of symbols or
linguistic features such as fanfic, hashtag, and insulting accusations, the expression of
emotions such as support, opposition, sarcasm, anger, etc., and the interactive data of
the posts such as the data types are like, share and message counts.

To increase transparency and reliability, this study specifies the scope and
selection criteria of the materials analyzed. For the DiBa Expedition case, | reviewed
publicly accessible posts and comment threads on Weibo and Bilibili that explicitly

referenced  #* ) 4£, ¢ + & r the 2016 flooding of Tsai Ing-wen’ Facebook page.
Materials included users’ reflections on the event such as the widely circulated post

describing the expedition as a # - + % as well as media reports such as BBC

News coverage documenting the scale of the incident and the nature of the cross-
platform mobilization. For the William Lai “Ten Talks on Unity” case, I collected
posts from major Chinese state-affiliated accounts on Weibo, including CCTV News,

People’s Daily, Global Times, and the Taiwan Affairs Office. The dataset covers
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posts dated from June 23 to July 26, capturing the first four speeches and the
subsequent waves of official commentary.

This study examines two sets of materials corresponding to the outbound and
domestic cases. For the DiBa Expedition, the dataset includes 9 Facebook posts, 2
Bilibili videos, 6 Weibo posts, and 1 BBC news report circulated during the period of
heightened online activity. For the William Lai “Ten Talks on Unity” case, the dataset
consists of 9 Weibo posts published by state-aligned or high-visibility accounts, 20
high-engagement Weibo comments, and 3 official Douyin videos reporting or
amplifying the event. These items represent the most widely circulated and most
frequently interacted-with materials within each platform environment during the
incident period. Example:

People’s Daily Weibo post (7/2):

Ty oAl T o, - P 7 “,f ’ {«‘;‘f}fj-‘— xHEE
Fo Al Tob g AFE S TRS AR o R R R G BT Sy

”

= »

A LadeT 4 @R g gaE o S@FLEA R Z % R o7 This post was
initially coded with anti-independence framing, crisis narrative, and alignment with
state security discourse. In the second stage of coding, these labels were grouped
under the broader category of discursive co-construction, as the post exemplifies how
official accounts establish narrative boundaries that are subsequently echoed and

reinforced by ordinary users in comments and reposts. The emphasis on “ 5 5 as an

existential threat also contributes to the category of digital sovereignty, as it frames
cross-strait identity as a matter of national territorial integrity.

The coding process followed a qualitative content analysis approach. I first
conducted an open-coding pass to identify recurring emotional expressions, rhetorical

framings, and mobilization cues. | then grouped these initial codes into three broader
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thematic categories that structure the analysis chapter: emotional-commercial
mobilization, discursive co-construction, and digital sovereignty framing.

The data types are mainly open-ended textual data, with descriptive markers for
multimedia elements (images, videos, emoticons). Found posts and messages are
saved as screenshots and are initially categorized and coded by subject. This not only
helps to systematically record posting patterns and political meanings, but also serves
as a basis for subsequent thematic and discursive analyses.

To ensure the validity and reliability of the instrument, this study made reference
to the analytical framework used by Wu and Fitzgerald (2023) for the DiBa
Expedition, and conducted a pilot observation on two cases to revise the
categorization logic and the naming of the variables to ensure the consistency of the
research framework and data correspondence. In order to strengthen the credibility of
the study, some of the samples will be recoded and compared to minimize the
occurrence of subjective results that may lead to misinformation.

Because this activity is an online event, the data collection is online data
collection, which is to retrieve the posts and messages related to the research event
from public social media platforms and follow the rules of the platforms' data usage.
All the collected content will be de-identified, and only the time of posting, account
attributes, and content features will be retained; no personal identifiable information
or contact information will be involved, and no information about the owner of the
account will be obtained. Research and analysis is limited to public posts only, and
does not include private clubs, closed accounts, or content that requires authorized

access.
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Data Analysis Technique

This study adopts thematic analysis as the primary data analysis technique,
combined with systematic coding using Excel spreadsheets to categorize and interpret
the collected social media data. This method allows for the identification of recurring
patterns, discursive strategies, and emotional framings in both external and domestic
platforms, which in turn facilitates answering the central research questions: how
Chinese cyber nationalism is manifested on different types of social media platforms,
and whether these manifestations resonate with or influence official discourse.

The analysis process is divided into four main stages. The first stage involves a
preliminary reading of the data, during which posts, comments, and multimedia
content from Facebook, Twitter, Weibo, and Bilibili will be systematically examined
and recorded. Salient items will be marked according to their political relevance,
emotional tone, and mobilization function. The second stage is open coding, where
the data are categorized according to pre-set and emergent themes. Initial coding
categories may include semantic units such as “defense of One China,” “support for
government policy,” “use of VPNs,” “Taiwan sovereignty disputes,” and “official
amplification.”

The third stage involves thematic integration and analysis, where similar codes
are grouped into broader themes, such as “grassroots mobilization,” “state-led
amplification,” or “cross-platform discourse export.” This step also considers the
differences between the Diba Expedition (external mobilization via VPNs) and the
Ten Talks on Unity (internal mobilization with state involvement), highlighting how
platform mechanisms and state strategies intersect. The fourth stage involves iterative
cross-checking and refinement. Coding will be repeatedly compared across different

datasets to reduce subjective bias and increase reliability. The final step will be the
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aggregation of higher-level themes, which will be contextualized within the broader
event background and interaction logics of online communities, forming the

interpretative foundation for this study’s discussion.

Ethical Considerations

This study is a non-interactive qualitative study, and the sources of data are
posts, messages, and news on public social media platforms (Facebook, Twitter,
Bilibili and Weibo), so no direct interaction with the participants was involved.
Therefore, this study does not apply the traditional written informed consent
procedure, but still strictly adheres to the ethical norms of academic research, with
respect for personal privacy and information security as the primary principles. All
data collected will be limited to publicly available content only, and will not involve
any private communities, closed accounts, or platforms that require authorization for
access. In the study, identifiable information, such as user names, avatars, and
geographic locations, was removed from the posts, and only necessary linguistic
information and time stamps were retained for analysis to ensure that data anonymity
and participant privacy were not infringed upon.

This study also promises to respect the original context and cultural meaning of
the research participants' speeches, avoiding any misinterpretation, exaggeration, or
out-of-context interpretation, and ensuring that the research results have ethical

legitimacy and public credibility.

Limitations of the Methodology

Although this study adopts qualitative content analysis to gain a deeper

understanding of the logic of action and semantic structure of Internet nationalism,
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there are some methodological limitations. Since the source of data is limited to
public posts, it is not possible to obtain deleted content or platform backend data,
which may result in incomplete or biased information. Theme analysis relies on
subjective interpretation by the researcher, and although cross-checking is used to
increase confidence, it may still be affected by cultural context or personal perception.
In addition, this study only focuses on specific platforms and events, and the findings
are not necessarily applicable to all forms of online nationalism. Considering the
above limitations, some parts of the news data will be used as part of the analysis to
make up for the deletion of data in the past and the occurrence of overly subjective
analyses. The public facing posts may be incomplete or selectively preserved. On
Chinese domestic platforms, content removal, retroactive moderation, and user self-
censorship may affect the availability of posts. On international platforms, posts
related to politically sensitive topics may be deleted by users or reported by other
actors. This means the dataset represents the visible layer of discourse rather than its
full historical depth. Because the dataset does not include user-level demographic or
behavioural information, the analysis cannot differentiate between individual users,
highly active volunteers, semi organized communities, or coordinated accounts. The
study therefore focuses on discourse level patterns rather than the identities or
intentions of specific actors. This study employs a comparative research design
contrasting external network events with internal network events where the platform
architectures, governance environments, and political systems are not equivalent.
Therefore, the emphasis lies on comparing “patterns and mechanisms” rather than
drawing one-to-one causal inferences.

The above limitations delineate the interpretive boundaries of the research and

reinforce its focus on discourse production mechanisms and platform mediation.
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Summary

This chapter outlines the qualitative research design of this study, which focuses
on analysing how Chinese cyber nationalism is mobilized and expressed on both
international and domestic social media platforms. Data were collected from public
posts, comments, and news related to Taiwan on Facebook, Twitter, Weibo, and
Bilibili, and analyzed through thematic analysis and open coding using Excel
spreadsheets to identify recurring discursive patterns, emotional framings, and
mobilization strategies. Special attention is given to two representative events: the
2016 Diba Expedition, which exemplifies nationalist mobilization on foreign
platforms through VPN assisted access, and the 2025 Ten Talks on Unity, which
demonstrates domestic reactions within Chinese platforms shaped by both grassroots
participation and official amplification. By comparing these cases, the study
highlights the dynamics of cyber nationalism as it operates “outside the wall” and
“inside the wall.” Throughout the process, the principles of data ethics and
transparency are emphasized, with all materials limited to publicly available content,
while acknowledging methodological limitations such as potential data loss due to
censorship on domestic platforms and the interpretive subjectivity inherent in
qualitative coding. Nevertheless, this methodological framework establishes a solid
foundation for addressing the research questions and provides the analytical

groundwork for the subsequent presentation and discussion of results.
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DATA ANALYSIS
Introduction

This chapter aims to present the overall framework for data analysis and explain
how systematic textual analysis can address the core research question: How is
Chinese cyber nationalism mobilized and presented in two distinct arenas external
online campaigns (represented by the 2016 DiBa campaign) and internal online
responses (represented by the 2025 William Lai Ten Talks on Unity)? Furthermore,
does it interact with or get absorbed into state governance and policy discourse? To
achieve this objective, the analysis proceeds sequentially through four stages: coding,
comparative pattern identification, thematic construction, and meaning linkage.

The coding phase will analyse publicly available posts and multimodal content
across selected platforms (Facebook, Twitter, Weibo, Bilibili), identifying actor types
such as Little Pink, official media, opinion leaders, and mobilization strategies. Key
elements include memes, hashtags, call-to-action posts, and emotional frameworks
like anger, sarcasm, or other sentiments, alongside platform-specific characteristics.
Subsequently, comparative analysis will identify recurring patterns across platforms
and cases. For instance, external platforms feature collective bombardment by
Chinese netizens and visual memes, while internal platforms exhibit amplified hybrid
patterns of official-civilian interaction. Finally, these patterns will be aggregated into
higher-level themes: China's official tacit approval mechanisms, emotionally charged
mobilization driven by national consciousness, and distinct presentation forms of
Chinese netizens on external and internal networks. The study will also examine

causal and emergent relationships among these themes.

Coding process
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The “Diba Campaign” that erupted after Tsai Ing-wen's election victory in 2016
stands as a classic example of Chinese netizens breaching the Great Firewall to launch
massive comment bombings on Facebook pages belonging to Taiwanese politicians
and media outlets. According to BBC reports, netizens used VPNs to bypass the
firewall, flooding pages like Tsai Ing-wen's, Sanlih News, and Apple Daily within a
short timeframe. They flooded the comments with slogans like “One China” and
appeals to nationalist sentiment, creating an overwhelming public opinion effect.
Operationally, participants extensively employed visual symbols like memes,
animated images, and visual symbols, packaging serious political issues into an
entertaining “meme war.” This approach reduced the weight of political controversy
while enhancing cross-platform appeal.

Moreover, the campaign carried strong nationalist overtones, with comments
predominantly opposing Taiwan independence and advocating patriotism, reinforcing
a collective consciousness centered on safeguarding national dignity. Though not
directly mobilized by authorities, the Communist Youth League's Weibo account and
state-run media subsequently praised the initiative, framing it as a youth-led action to
present patriotism. This highlights the ambiguous relationship between officialdom
and grassroots nationalism. This incident reveals how DiBa's campaign combined
organizational mobilization, emotional appeals, meme culture, and tacit official
approval to present a “semi-official” model of digital nationalism. This case not only
demonstrates how Chinese netizens leverage VPNSs to project domestic discourse onto
international platforms but also sheds light on the interactive logic between grassroots
actions and state discourse.

In conducting open coding for the DiBa campaign incident, this study employed

a combined approach of qualitative text analysis and thematic coding. Through line-
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by-line coding and semantic tagging, collected posts, comments, and media reports
underwent systematic lexical categorization. The coding process comprised five
stages: data screening, preliminary reading, open coding, category induction, thematic
integration, ensuring traceability and consistency of analytical outcomes.

For data screening, primary corpora related to the DiBa campaign were extracted
from publicly available sources: BBC and Reuters news reports, screenshots of
Facebook posts and comments, and secondary sources such as Weibo reposts and
academic citations. Selection criteria included: explicit action directives (“launch an

99 ¢¢

expedition,” “group announcement,” “first, second, third routes”), expressions of

nationalist stance (“Taiwan is part of China,” “TAIWAN BELONGS TO MY

99 ¢¢

COUNTRY?), or symbolic language (“firecrackers,” “image battles,” “patriotic
memes”’). To preserve authenticity, no sentence modifications were made; the analysis
focused on raw online terminology.

During the initial reading phase, researchers repeatedly reviewed the corpus,
segmenting text semantically and annotating potential key terms or symbolic
expressions. This stage aimed to familiarize with the corpus context and identify
recurring or culturally significant terms. Subsequently, the open coding phase
involved deconstructing and categorizing each term. Each word was treated as an
analytical unit, defined based on its semantic function and emotional connotation. For
instance, “TAIWAN BELONGS TO MY COUNTRY” is defined as a sovereignty
assertion; “meme wars” are categorized as a political action centered on visual
memes; while “first line, second line, third line” are coded as organized division of
labor. During category induction, terms are grouped into six major categories based
on their pragmatic functions: (1) Meme and cultural performance vocabulary: “meme

99 <6

battles,” “firecracker memes,” “emoticon packs”; (2) Organized mobilization
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terminology: “first line, second line,” “group announcements,” “front lines”; (3)

National sovereignty and unification slogans: “Taiwan belongs to our country,”

99 ¢¢

“harmony brings prosperity,” “successors of socialism”; (4) Historical legitimization
narratives: “The Sui Dynasty dispatched envoys three times,” “The Qing government
established Taiwan Prefecture,” (5) Insulting and aggressive vocabulary: “idiot,”
“pretentious,” (6) Technical and platform operation terms: “VPN,” “scaling the wall,”
“launching an offensive on FB.” This open coding process clearly reveals the
multilayered characteristics of the DiBa offensive's lexical system: it encompasses
both entertaining meme language and solemn political pledges; it embodies the
spontaneity of grassroots action while forming an intertextual relationship with state
discourse.

During the open coding process of “William Lai Ten Talks on Unity,” this study
followed the steps of qualitative text analysis to reveal the linguistic structures and
ideological logic employed by Chinese officials and netizens on internal platforms
regarding Taiwanese political events. Textual materials primarily collected pertain to
William Lai Ten Talks on Unity from 2025. Sources included official media outlets
such as People's Daily, Xinhua News Agency, CCTV News, and Ministry of National
Defence press conference transcripts, alongside highly interactive netizen comments
and reposts on Weibo and Bilibili. Key themes included hashtags like
#LaiChengdeTenUnityTalks, #lronProofTaiwanBelongsToChinaSinceAncientTimes,
and #TaiwanAffairsOfficeCondemnsLaiChengdeTaiwanindependenceNature. All
materials are authentic, verifiable public texts encompassing multi-tiered discourse
from central government spokespeople and media editorials to netizen feedback,
ensuring representativeness and research value. Through multiple text reviews and

semantic segmentation, key terms bearing political stance, emotional connotations,
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and rhetorical functions were identified. This process discerned which vocabulary
carries ideological implications and emotional mobilization power. Terms like Taiwan
independence, selling out Taiwan, destroying Taiwan, evil path, motherland's
embrace, national righteousness, shared homeland, recovery, seeking independence
through foreign support, and pursuing independence by force frequently appear across
texts. Collectively, they construct a binary oppositional political language structure
portraying William Lai and the DPP as separatists, traitors, and warmongers, while
motherland and nation symbolize order, peace, and moral legitimacy. Symbolic or
high-frequency terms were designated as primary codes, with their contextual
definitions recorded. For instance, Taiwan independence was defined as any advocacy
for Taiwan's sovereignty or autonomy, carrying strong political hostility and moral
condemnation. Destroy Taiwan and sell out Taiwan functioned as political
stigmatization labels to accuse William Lai of “betraying the nation. Motherland's
embrace, national righteousness, and shared homeland constitute symbolic vocabulary
for unification and emotional mobilization, constructing the political imagination of
one national family. Furthermore, terms like relying on foreign powers for
independence, seeking independence through military force, the wrong path, and a
dead end reveal official securitization narratives concerning external interference and
military confrontation. Meanwhile, public comments such as support the motherland,
well said, and firmly oppose Taiwan independence demonstrate a grassroots echo
chamber effect, indicating that official discourse has permeated public discourse
spaces.

Thematic integration analysis, combining lexical data with contextual events,
reveals that the Ten Talks on Unity by William Lai corpus exhibits high ideological

concentration and a tendency toward narrative uniformity. Official discourse centers

41



on the premise that Taiwan independence is a crime, linking political dissent with
moral corruption to create a black and white narrative framework. ethnic sentiment
terms and military vocabulary were deployed together to construct the political logic
that peace equals obedience, resistance equals war. Meanwhile, netizen comments
predominantly reproduced official perspectives through brief, repetitive affirmations,
reflecting the state narrative's penetration and automated reproduction mechanisms on
social media. Overall, this coding reveals top-down discourse control and ideological
mobilization during the Ten Talks on Unity by William Lai incident: the government
sets agendas and frames through media, algorithms amplify mainstream opinions,
while popular language functions as a subordinate echo chamber transmitting political

allegiance.

Identifying Patterns

After comparing the open coding of the Diba Campaign and William Lai’s Ten
Talks on Unity, research reveals that despite occurring in distinct online and offline,
private and official discourse spheres, both phenomena present a highly mirrored
relationship in linguistic structure, emotional mobilization, and ideological
connections. This phenomenon indicates that China's digital nationalism is not merely
top down promotion, but rather a process of mutual construction between state
narratives and public expression across different platforms.

Both cases heavily rely on symbolic language and collective identity
frameworks. The vocabulary used in DiBa's campaigns included phrases like

“TAIWAN BELONGS TO MY COUNTRY,” “scorched earth,(=} % % 2 )” “love for
the motherland,(#: % 4= ®)” and “successors of socialism(4: § 1 & 4&FL 4 ).”

Meanwhile, posts related to the William Lai incident frequently featured slogans such
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as “Taiwan independence separatism( ~ B4 4),” “national righteousness( & *£ <

#),” and “both sides of the strait belong to one China(# A-F 4 — B ¢ &).” Both

employed highly politicized nationalist rhetoric to reinforce boundaries between us
and them. in addition, both reaffirmed sovereignty legitimacy through legitimizing
historical narratives. Di Ba's campaigns referenced historical narratives of Taiwan's
governance during the Three Kingdoms, Sui-Tang, and Qing dynasties, while the
Taiwan Affairs Office and People's Daily posts centered on themes like “historically
belonging to China(# + 4" # B)” and “clear historical threads,(f € ‘5 % iF 9%)”
shaping a continuous historical connection.

Another similarity lies in emotional mobilization and collective empathy. DiBa's
memes and emoticons, cloaked in entertainment, carry potent emotional energy; while
official discourse within the intranet, though formally solemn, similarly invokes
national cohesion through emotional vocabulary like anger, crisis, and betrayal. This
collective anger forms the emotional core of cyber nationalism, capable of both
mobilizing the masses and reinforcing national identity.

The most significant difference lies in the distribution of agency and discourse
power. DiBa's campaign was a grassroots-led, spontaneously organized initiative by
netizens, relying on fan culture and community collaboration as evidenced by codes

like “all the way(— #&),” “group announcements(#¥ => 2 ),” and “image battles(< §])”

indicating clear division of labor. In contrast, the Ten Talks on Solidarity incident
reflected the publicity discourse dominated by state institutions, with all statements
originating from official media or government speakers, exhibiting high consistency
and institutionalization.

In terms of media expression strategies, DiBa adopted meme politics, using

humor, satire, and visual dissemination to mobilize grassroots support. The official
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response to the William Lai incident, however, embodied a rhetoric of legitimacy,
employing a serious, critical tone to reaffirm legal and historical positions. This
illustrates that extranet nationalism tends toward cultural performance and
entertainment, while intranet nationalism centers on policy extension and political
indoctrination.

Furthermore, significant differences exist in audience orientation. DiBa's actions
target foreign audiences, projecting China's voice through foreign language slogans
and international platforms. In contrast, the official “Ten Talks on Unity” discourse
primarily addresses domestic audiences, reinforcing mainland public consensus and
compliance regarding the threat of Taiwan independence. This creates a double
layered strategy of internal integration and external projection.

From an operational perspective, although DiBa's actions were spontaneous,
their lexical framework highly overlapped with state propaganda. This indicates that
grassroots nationalism and official nationalism are not mutually exclusive but rather a
symbiotic and complementary political performance. Conversely, in the case of the
Ten Talks on Unity, the state led discourse adopted aggressive terminology

99 ¢

commonly used by netizens terms like “heretical doctrines(?%3k.),” “perverse
reasoning( % #2),” “relying on foreign powers to plot secession( # *F % f),” and
“selling out and destroying Taiwan(# ¢  ~)” revealing a reverse infiltration

phenomenon where grassroots language permeates the state's discourse system.

This contrast reveals the double sided fluidity of contemporary Chinese
nationalism: bottom up popular sentiment becomes institutionalized, while top down
official propaganda borrows grassroots language to enhance relatability and

persuasiveness. This linguistic fusion renders political narratives more flexible and

44



reflects the blurring of power relations between the state and citizens in the digital
environment.

Integrating these two cases reveals that the formation of Chinese cyber
nationalism is not merely an emotional outburst or political manipulation, but rather a
politicized practice that has become institutionalized and platform dependent. Its core
operational logic progresses from emotional mobilization to linguistic replication,
followed by symbolic amplification and political cooption. Whether through the
meme tactics of DiBa or the official rhetoric condemning Lai, both contribute to a
mode of operation that navigates the intersection of traffic and power. This interactive
pattern enables Chinese nationalism to emerge within cyberspace as both spontaneous
and guided, evolving into a form of political mobilization that straddles the line

between mass culture and state governance.

Connecting Themes

Based on the findings of the coding analysis, this study integrates the corpus
analysis of two cases the 2016 DiBa campaign and the 2025 William Lai Ten
Speeches on Solidarity into three core themes: the traffic logic of emotional
nationalism, the discourse systems between official and grassroots spheres, and the
regeneration of digital sovereignty and cross platform national narratives.

These themes emerged from a comprehensive synthesis of the semantic
functions, shared relationships, and platform specific meanings within the coded data.

2

High frequency emotional vocabulary such as “love for the motherland #t € 42 &,

99 ¢¢

“national righteousness % *% + #%,” “anger,” “betrayal,” and entertainment driven

2 99

meme language like “meme wars # & = B,” “firecrackers ¥ * j%,” and “image

battles <! B]” reveal how nationalism operates online through emotion and traffic,
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transforming into an attention-grabbing cultural practice that constitutes the traffic
logic of emotional nationalism. The high overlap between official media and netizen
terminology such as “Taiwan is part of China,” “Taiwan independence,” and “both
sides belong to one China” reveals a phenomenon of lexical interchange and
discursive collaboration. This indicates that grassroots actions and state propaganda
are not antagonistic but rather coconstructed through shared production of political
language and national narratives. Terms related to coding, technology, and platform
actions—such as “VPN,” “circumventing the firewall,” “reporting,” “foreign
language translation,” and “trending searches” reveal the digital foundations and cross
platform diffusion mechanisms of nationalist actions. This reflects the regeneration of
digital sovereignty and cross platform national narratives, where cyber nationalism is
continuously amplified and institutionalized within technological governance and
platform algorithms. These three themes emotion, discourse, and technology
constitute a coherent analytical framework for understanding how Chinese cyber

nationalism emerges, propagates, and is absorbed across diverse contexts.

The Emotional Commercial Logic of Nationalism

The corpus from these two cases reveals that emotional mobilization and traffic
manipulation form the crucial foundation of Chinese online nationalism. This
emotional-commercial logic is central to understanding digital nationalism because it
demonstrates how national sentiment is no longer confined to ideological persuasion,
but transformed into interactive, performative, and monetizable content within
platform economies. In other words, the commodification of collective feelings turns
nationalism from ideology into interactional performance, allowing emotions to

circulate through clicks, shares, and memes as units of online value. Whether in the
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2016 DiBa campaign targeting foreign websites or the 2025 William Lai ‘Ten Talks
on Unity’ incident's domestic online response, emotional expression is transformed
into a quantifiable, scalable action pattern. This theme reveals how national sentiment
becomes algorithmically amplified traffic, forming an interactive political ecosystem
across platforms. This finding matters because it shows that what drives participation
in nationalism is not only political conviction but also the pleasure and visibility
derived from emotional engagement itself.

In the DiBa case, open coding revealed high-frequency terms like “meme

wars(# & < #),” “firecrackers( ¥ % j&),” “image battles(Z #]),” “campaigns( !
ir),” “all the way(— §%),” and “group announcements(# 2> £ ),” all pointing to an

emotionally entertaining and strategically organized collective action logic. These
codes indicate that emotion and organization are intertwined: anger, humor, and pride
operate simultaneously as social glue and as traffic driving mechanisms. Nationalism
functions not only as an expression of political stance but also as part of emotional
consumption and group entertainment. Through the creation of memes and emoticons,
serious political issues are visualized, allowing participants to release anger and
patriotic sentiments in a lighthearted context, thereby generating cohesion and viral
effects. This action pattern aligns with the traffic logic of Chinese social media,
trading emotional intensity for algorithmic promotion and community engagement
rates.

In contrast, the William Lai incident reveals another form of institutionalized
emotional politics within internal network discourse. Coded terms like “selling

Taiwan(§ ¢ ),” “destroying Taiwan($ = ),” “heretical doctrines(7%3%),” “seeking
independence through foreign support(# ¢t :%J),” “national righteousness,” and

“Taiwan independence separatism( ~ 4 %])” indicate that emotions are not
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organically generated but guided by official media through labeling and moralizing
language. The narratives on Weibo, CCTV, and People's Daily not only incite
national anger but also channel it toward support for “unification” and “sovereignty.”
Unlike the DiBa campaign, where emotion arises bottom up through humor and
collective participation, in the William Lai case emotion is mobilized top-down
through moral authority and propaganda framing. This contrast illustrates that both
cases use emotion as a mechanism of political alignment, but they differ in
directionality and control grassroots emotional flow versus institutional emotional
governance. This linguistic manipulation transforms emotional expression into an
institutionalized, controllable political resource. Within this framework, two key
observations emerge from both incidents: (1) Emotional Visualization and
Entertainment: DiBa cultivated observable nationalism through memes, emoticons,
and symbolic warfare. (2) Emotional Legitimation: Official media legitimized
emotional outbursts within the intranet using moral rhetoric like “national duty” and
“betraying one's ancestors.”

Comparing the two cases reveals that emotional nationalism functions as both an
expressive outlet and a governance tool. In grassroots contexts, emotion serves as
connective energy that sustains digital collectives; within official contexts, it serves as
moral capital that validates state discourse. The continuity between these two modes
demonstrates the integrative nature of emotional politics in Chinese cyberspace. In
terms of research questions, this theme addresses the core issue of how Chinese online
nationalism is mobilized and expressed on platforms. DiBa's mass mobilization
demonstrates how bottom up emotional energy is amplified by platform traffic
structures, while the William Lai incident reveals how authorities top down leverage

identical emotional language and traffic logic to repackage political propaganda.

48



These dynamics show that the emotional commercial logic not only sustains online
participation but also acts as the circulatory infrastructure through which nationalism
adapts to digital governance. It links individual affect to algorithmic visibility, turning
feeling into both social currency and political signal. Together, they show that the
power of Chinese online nationalism stems not only from political ideology but is
deeply embedded within platform ecosystems and emotional transmission
mechanisms.

The patterns described above can be read through the lens of attention- and
platform-centered theories of the contemporary media economy. Specifically, the
conversion of emotional expression into measurable platform traffic resonates with
conceptualizations of the attention economy and surveillance capitalism: affective
content (memes, anger, humor) functions as both a mobilizing resource and an input
that platforms monetize through visibility mechanisms. This theoretical reading
clarifies why emotional appeals spread rapidly across both grassroots and state-
aligned actors, they are effective not only politically but also operationally within
platform economies. Importantly, this interpretation reframes emotional mobilization
as a systemic mechanism that links user practices to algorithmic incentives, rather
than treating emotion simply as an individual psychological driver. At the same time,
this inference must be qualified by the study’s methodological limits: without
platform backend data and algorithmic parameters, it cannot definitively attribute
causality to mechanisms; nevertheless, the recurrent co-occurrence of emotional
forms in corpus is consistent with an emotional-commercial logic. The examples
above indicate that emotional and meme based expressions operate as practical
mobilization devices within platform ecologies they convert collective affect into

visible traffic and coordinated action, thereby illustrating how mobilization can
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emerge from loosely organized user communities. This reading remains cautious
about causal claims: given the reliance on public-facing data, the study documents
patterns of discursive amplification consistent with an emotional-commercial logic

rather than direct algorithmic causation.

The Discourse Structure Between Official and Civil Sectors

Building on the emotional commercial logic discussed in The Emotional
Commercial Logic of Nationalism, this section examines how emotional traffic
transforms into discursive circulation between state and grassroots actors. The
affective energy described earlier becomes the communicative medium through which
official and civil rhetoric intertwine, circulate, and gain legitimacy. The corpus from
these two cases reveals that the formation of Chinese internet nationalism is neither a
unidirectional state manipulation nor a purely spontaneous mass movement, but rather
a mutually constitutive phenomenon between official and popular spheres. This theme
reveals how official discourse and popular expression mutually mimic, borrow from,
and feed back into each other at linguistic, symbolic, and emotional levels, ultimately
forming a hybrid political communication that defies clear distinction between top
down and bottom up logics.

In the DiBa Expedition incident, although the action appeared to originate from a
grassroots community like Baidu Tieba, the coded language terms like “Route One,

Two, Three(- # ~ = § ~ = §&),” “group announcements,” “frontline(# #%),” and
“meme warfare(# ¢ #)” revealed clear organizational structure and task division.

This reflects how grassroots participants had internalized state style mobilization

language, such as “expedition( ! fi£),” “defend(i% =_),” “unify( - ),” and “anti-

independence(~ j*).” and “anti-independence.” These terms echo the war metaphors

50



of CCP propaganda like “frontline(# 4),” “position(*£ 3+ ),” and “hostile forces(jc %+
#1 4 )” creating linguistic repetition that unites official and grassroots consciousness.

Here, civil actors are not simply amplifying state messages but actively reinterpreting
them turning bureaucratic vocabulary into cultural symbols and participatory humor.
Their appropriation of state discourse grants emotional warmth and performative
appeal to what would otherwise be rigid propaganda. One observable phenomenon is
that before and after DiBa's campaign, official media outlets like the Communist
Youth League Central Committee and People's Daily even DiBa's own official
channels posted supportive content on Weibo and other Chinese social media
platforms. They framed the action as a patriotic initiative by young netizens and a
new wave of online patriotism in the era, reframing the originally spontaneous
movement as a patriotic declaration. This move not only represents the state's
renarration of grassroots actions but also reinforces public emotional identification
with official nationalism, bolstering support for online public opinion in such
endeavors. Even now, long after the DiBa incident concluded, expressions of
admiration and pride for the netizens who initiated these actions remain visible.
During the William Lai Ten Talks on Unity incident, while official discourse
gained dominance on social media, its linguistic style exhibited ‘civilianized’
characteristics. Open coding revealed that state media increasingly adopted terms like

‘heretical doctrines(7%3),” 'fallacious arguments( % 32),' “relying on foreign powers
to plot independence(# *t -4b),” “selling out Taiwan(# ¢ ),” “destroying
Taiwan($k 5),” “going down a dark path(4_3' 2.),” and “a dead-end road(- %
¥2)” terms previously common in netizen discourse and social media comments now

appear in official reports and statements. This convergence marks the inverse

direction of discourse flow: official institutions absorbing the idioms of the masses.
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Through this appropriation, the state recontextualizes emotionally charged popular
expressions into instruments of institutional legitimacy. This indicates that authorities
no longer rely solely on institutionalized language to convey positions but have
embraced these expressions, forming populist rhetoric attuned to emotional contexts.
This situation enhances the infectiousness and online visibility of official language
while reinforcing public reaffirmation of the state's stance.

Combining these observations reveals that Chinese online nationalism exhibits a
mutually reinforcing coproduction at the linguistic level: the public expresses
emotions using official language, while the government repackages political
narratives using public language, ultimately generating semantic resonance and
emotional resonance. This linguistic coproduction not only lends greater
“authenticity” to official narratives but also grants grassroots participants a sense of
symbolic involvement in political expression, forming a mutually reinforcing chain of
relationships. Three key observations emerge under this theme: (1) Language
Borrowing and Imitation: Examples include Di Ba's use of politicized mobilization
terms like “march to war” and “unification,” which resonate with official media
discourse. (2) Popularization of Official Rhetoric: Online expressions such as

9% ¢

“heretical doctrines,” “selling Taiwan,” and “destroying Taiwan” are adopted by
authorities, reflecting the integration of grassroots sentiment into institutional
discourse. (3) Mutual Cooperation in Discourse Formation: Civil society and
officialdom create a mutually amplifying mechanism for sentiment and semantics,
blurring power boundaries.

This theme's relevance to the research question lies in revealing that Chinese

cyber-nationalism is not merely passive reception or grassroots initiated, but rather a

hybrid governance model formed through linguistic flows and symbolic interaction.
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This model demonstrates a new form of political communication in China's digital
age: the state permeates the public sphere through language, while the public sphere
feeds back to the state through language, ultimately achieving a coperformance of
political performance that shapes national identity within the online public sphere.
The high degree of overlap between official media vocabulary and netizen slang
supports interpreting state-society interaction as a co-construction of discourse rather
than mere top-down propaganda. Data reveals bidirectional flow: grassroots
vocabulary is absorbed and reproduced by official discourse, while official language
is reshaped by grassroots through performative practices. This co-construction model
aligns with theories emphasizing semantic permeation between state and public,
pointing to a hybrid governance mode that gains legitimacy through resonance rather
than coercion alone. This challenges the dichotomy between propaganda and
spontaneous action, instead viewing political communication as a collaborative
process of meaning-making. Caution is warranted, however, in distinguishing
deliberate state coordination from spontaneous interaction, as this study relies on
publicly available corpora to demonstrate shared vocabulary and frameworks in
discursive outcomes. The empirical overlap between official frames and grassroots
vocabulary demonstrates a process of discursive co-construction in which state and
public actors iteratively borrow and rework terms, producing shared repertoires that
stabilize public meaning. However, the evidence supports a model of discursive
reinforcement official uptake or echoing of popular terms rather than definitive proof
that grassroots expressions independently determine policy outcomes, given the limits

of publicly available materials.

Digital Sovereignty and Trans platform Reproduction of Nationalism
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The discourse structure between official and civil sectors demonstrates how
discourse travels between official and civil actors, extends this circulation across
digital platforms and boundaries, showing how linguistic and emotional flows evolve
into a broader structure of digital sovereignty. Through platform mechanisms and
technical linguistic practices, Chinese cyber nationalism integrates the concept of
digital sovereignty, continuously regenerating and spreading across diverse media and
spaces. This process reveals that cyber nationalism functions both as a public opinion
battle and, more fundamentally, as a trans platform political narrative project. A
comparative analysis of the DiBa campaign and the ‘Ten Talks on Unity’ by William
Lai reveals that China's cyber nationalist discourse presents a formidable reproductive
capacity through technical operations, symbolic conversion, and platform circulation.
The cross platform nature was particularly evident in the DiBa campaign. Open
source coding reveals netizens employing technical and action codes like “scaling the

wall(F548),” “VPN,” “expedition,” “FB meme warFB (% & #),” and . Through

online tools, they extended Chinese political language onto blocked international
platforms. These terms not only denote technical actions but also symbolize a
sovereign transgression reclaiming China's narrative voice within Facebook, a space
perceived as belonging to external information sovereignty. Through memes, images,
and collective posting, DiBa users enact territorial expansion at the digital level,
transforming internal network sentiment into external offensive maneuvers while
reproducing a China centered discourse order on foreign platforms. This cross wall
action can be viewed as an unofficial performance of digital sovereignty,
simultaneously challenging international platforms' content order while symbolically

extending the imagined boundaries of China's political sphere.
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During the William Lai Ten Talks on Unity incident, the regeneration of digital
sovereignty manifested in another inward focused form. Language actions by state
media, the Ministry of National Defense, and the Taiwan Affairs Office concentrated
on reinforcing internal reaffirmation processes centered on “sovereignty belongs to
us” and the One-China principle. Keywords such as “Taiwan is part of China( - /5 %_
PR e- $84),” “sovereign integrity( 1 = %5),” “crushing the illusion of Taiwan
independence(# /- &~ fib %> 1),” and “national righteousness( % * + #%)” emerged in
the coding, forming the linguistic boundaries of digital sovereignty. Through
algorithmic promotion on Weibo and Bilibili, such content was repeatedly reinforced,
rendering the “One China framework” a visualized and passively accepted political
commonplace. This process demonstrates the state's deep governance capabilities
over platforms—achieving the reproduction and control of the public opinion sphere
through algorithmic sovereignty. Simultaneously, netizens' responses with comments

like “supporting the motherland( #F4e &) and “firmly opposing Taiwan
independence(% /4~ ¥ & i) reflect the passive reproduction and resonance of state

discourse within civil society. This ensures digital sovereignty exists not only at the
institutional level but also permeates emotional and everyday interactions.

These two cases mutually illuminate each other, revealing that the cross platform
logic of Chinese cyber nationalism possesses a dual structure of outward penetration
and inward consolidation. Externally, DiBa style actions present citizens' capacity to
spontaneously extend the boundaries of state discourse. Internally, the state
reinternalizes sovereignty narratives into collective consciousness through platform
governance, algorithmic filtering, and emotional mobilization. Ultimately,
nationalism ceases to depend on superficial boundaries, instead growing and

proliferating within the digital realm. Three observable dimensions are observed:
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Symbolic Practice of Technical Sovereignty: For instance, Di Ba performs
digital border-crossing through action-oriented vocabulary like “VPN,”

“expedition( ! 7i£),” and “wall-jumping(##4%).” Reproduction of Algorithmic
Governance Discourse: Platforms like Weibo and state media leverage technological
push mechanisms to regenerate political narratives. Continuity between Internal and
External Narratives: Overseas actions are renarrated by domestic media, forming a
closed loop of digital nationalism.

This theme corresponds to the research question by revealing the platform
dependency and digital expansiveness of Chinese cyber nationalism. Whether through
meme campaigns on foreign platforms or official propaganda on domestic networks,
nationalist discourse is mediated by digital technology, continually reconfigured and
transformed into new semantic forms. China's nationalist power no longer operates
solely through territory or institutions but iterates through algorithms, platforms, and
language, persistently regenerating the symbolic order of sovereignty within digital
spaces. In short, digital sovereignty functions as an extension of the infrastructure
underpinning emotional and discursive nationalism. It encompasses the convergence
of emotion, language, and technology, within which platforms become neutral spaces.
This framework highlights how Chinese nationalism has evolved from territorial
governance to information governance, with the state and citizens jointly maintaining
symbolic sovereignty through algorithms and participatory mechanisms.

Outward communication resembles a campaign beyond walls, while inward
consolidation involves observing algorithmically reinforced internal discourse both
can be situated within the contemporary theoretical framework of digital sovereignty.
Research indicates that digital sovereignty encompasses both infrastructure layers

such as platform regulation, legislation, and algorithmic operations and the symbolic
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exercise of sovereignty by citizens through cross-platform actions and technological
practices. Emphasizing that control over information spaces is a co-produced outcome
of institutional capacity and grassroots practices, this argument extends traditional
narratives of state control. It highlights how citizens can reshape sovereign
imaginaries through symbolic actions even in the absence of formal authority. This
research does not directly measure internal platform governance mechanisms; its
arguments are grounded in discourse and interaction evidence rather than direct
guantitative assessments of algorithmic operations. The contrasting patterns observed
across external and domestic platforms show that claims of digital sovereignty are
both infrastructural and performative: platform affordances and governance regimes
shape whether nationalist repertoires are projected outward or consolidated inward,
thereby specifying the conditions under which mobilization or governance logics
dominate. As before, these inferences concern discursive and interactional

mechanisms rather than direct measurements of policy decision making.

Comparative Analysis of the Two Cases

Combine the cases, the two cases reveal both shared mechanisms and structurally
conditioned differences in how cyber-nationalist discourse emerges and circulates
across platforms. On the one hand, both cases display a similar interaction among the
three analytical logics defined in this study: emotional-commercial mobilization,
discursive co-production between official and civil actors, and sovereignty oriented
projection. In both the DiBa expedition and the William Lai incident, emotional
expression is rapidly converted into high visibility content; grassroots and official
actors adopt overlapping frames; and participants articulate claims about China’s

narrative boundaries across platforms. The two cases diverge in the conditions under
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which these logics operate. The DiBa expedition unfolds in an external platform
environment where users must rely on technical bypassing, informal coordination, and
community-driven repertoires to project national narratives outward. Mobilization is
therefore more visible, improvisational, and performative. By contrast, the William
Lai incident occurs within a domestically governed platform ecology where
algorithmic steering, editorial amplification by state-aligned outlets, and higher
institutional alignment shape discourse formation. Here, nationalist expression is
more embedded within platform governance routines and becomes rapidly normalized
through official media uptake.

These differences not only illustrate how the two cases differ in their expression
of nationalism, but also explain why. Platform architecture and governance systems
alter the ratio between mobilization logic and governance logic, thereby influencing
the speed, scale, and direction of nationalist discourse. This comparative analysis
reaffirms the theoretical framework of this study: online nationalism does not stem
solely from grassroots sentiment or state intervention, but rather emerges from the
interactions of multiple actors within specific platform environments.

While the preceding comparison outlines structural differences between external
and internal platform environments, a further synthesis clarifies what examining these
two cases together reveals about the dynamics of Chinese cyber nationalism. Viewed
side by side, the DiBa Expedition and the Ten Talks on Unity illustrate how similar
nationalist repertoires emotional expression, meme-based symbolism, and sovereignty
oriented framing are activated through different pathways depending on platform
governance and actor alignment. The DiBa case demonstrates a mobilization centered
mode in which grassroots users rely on technical circumvention, communal

coordination, and participatory humor to project national narratives outward. In
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contrast, the William Lai incident represents a governance-centered mode in which
official framing, editorial amplification, and domestic algorithmic structures rapidly
normalize nationalist discourse within internal platforms. This cross case synthesis
highlights that platform ecology determines whether mobilization logic or governance
logic becomes dominant in shaping discourse. It also shows that discursive
coproduction operates differently across settings: on external platforms, grassroots
creativity produces semiofficially symbolic projection; on internal platforms, state
aligned institutions repurpose grassroots vocabulary to consolidate consensus. Taken
together, the comparison suggests that Chinese cyber nationalism is best understood
not as two separate phenomena but as a unified system whose form depends on the
interaction among user repertoires, platform affordances, and state governance. This
provides a more precise answer to the research questions by demonstrating how
mobilization occurs and under what conditions it becomes rhetorically or

symbolically absorbed into official narratives.
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Table 1: Comparative Analysis between DiBa Expedition and Ten Talks on Unity

Analytical DiBa Expedition ] _
] ) Ten Talks on Unity (Domestic)
Dimension (Outbound)

External, relatively ) )
Highly regulated domestic

Platform uncontrolled spaces ) )
] o platforms (Weibo, Xinhua,
Environment (Facebook, BBC, Bilibili )
_ Douyin)
mirrors)

State-affiliated media, official
_ Grassroots users; fan-culture _
Primary Actors o accounts, and users responding
style coordination o )
within curated environments

Meme-based, humorous,

Mobilization ] ] ) Formal rhetoric, official framing,
emotionally driven collective o L
Pattern ] rapid internal amplification
action
Indirect tolerance; no Direct narrative shaping; selective
State Role / o o o ) _
_ explicit coordination; amplification; alignment with
Reaction _ o o ]
symbolic projection outward official messaging
o High external visibility High internal visibility through
Visibility & ) o
Soread through reposting and cross-  trending lists, hot comments, and
prea _ . . e .
platform circulation official amplification
_ Mobilization Logic (bottom-  Governance Logic + Discursive
Dominant ) ] o ]
Logi up affect + meme-driven Co-construction (official framing
ogic

coordination) reinforced by user uptake)

Discussion of Findings
The findings allow this study to revisit its two guiding research questions more
directly. RQ1 asks how cyber-nationalist mobilization occurs across different
platform environments. The DiBa Expedition illustrates a form of grassroots,
community-driven mobilization shaped by fan culture organization and the expressive
repertoires of online subcultures. Participants coordinated through shared visual

memes, playful symbols, and repeated in-group references, enabling large numbers of
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users to act collectively without centralized leadership. Emotional intensity and the
creative adaptation of memes thus served as both motivational fuel and coordination

infrastructure. In contrast, responses to William Lai” s “Ten Talks on Unity”

demonstrate a platform environment where mobilization is structured primarily
through state-aligned rhetorical scripts. Here, nationalist sentiment becomes

articulated through official framings such as  “ 5 & 4,” “Z @ 58z and “F & —
# # ®” that circulate rapidly through verified media accounts. Mobilization in this

case does not arise from bottom-up coordination but from the swift uptake and
repetition of authoritative narratives.

For RQ2 asks whether and how online nationalism affects official discourse or
policy. The findings indicate that while online discourse can interact with official
narratives, the available evidence supports only claims about discursive amplification,
not direct policy influence. In the DiBa case, grassroots expressions did not feed into
formal state rhetoric; rather, they remained largely contained within user-driven
spaces. Conversely, in the Lai case, online reactions synchronized closely with state
media language, but this alignment reflects top-down guidance rather than bottom-up
impact. The data show that official accounts amplified nationalist interpretations, but
there is no evidence that public online expressions independently shaped policy
positions. Therefore, the study concludes that the relationship takes the form of
discursive reinforcement, not causal policy change. This clarification ensures that the
empirical findings directly address the research questions while remaining consistent
with the limitations of publicly observable data.

The findings of this study reveal three core themes of Chinese cyber nationalism:
the traffic logic of emotional nationalism, the discursive composition between official

and grassroots voices, and the regeneration of digital sovereignty and cross-platform
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national narratives. These themes not only respond to existing literature on digital
nationalism but also further expand its theoretical scope. Previous scholars such as
Zhang & Shaw (2021) and Wu & Fitzgerald (2018) have noted that Chinese online
nationalism often manifests as grassroots actions, leveraging entertainment-oriented
and meme-based language to attract public participation. This study reveals that such
actions are not merely self-expressive but form a coproductive relationship with
platform mechanisms and discourse, transcending the traditional superficial
dichotomy of top-down propaganda versus bottom-up feedback.

Regarding the traffic logic of emotional nationalism, the findings resonate with
Wang & Li's (2022) theory of traffic-driven nationalism. The DiBa campaign
demonstrates that emotional expression serves not only as a tool for political
mobilization but also as a production model within the content economy. Memes,
emojis, and campaign slogans form a symbolic cycle on platforms that can be
amplified by algorithms, transforming nationalist sentiment into visibility and
influence through traffic and interaction mechanisms. This finding reveals that
nationalism's propagation relies not only on political mobilization but is deeply
embedded within the operational logic of the platform economy, resonating with
Fuchs (2017) and Zuboff (2019)'s discourses on the attention economy and
surveillance capitalism.

The discursive construction between official and popular spheres reveals a
relationship of mutual permeation and coconstruction between state propaganda and
popular sentiment. This finding extends the perspectives of Guo & Li (2020) and
Yang (2021), indicating that the boundary between official nationalism and grassroots
nationalism is increasingly blurred. Through corpus analysis of Di Ba and William

Lai Ten Talks on Unity, this study finds that while official media appropriates popular
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terms like “selling Taiwan,” “heretical doctrines,” and “Taiwan independence
separatism,” it simultaneously reinforces the legitimacy of official discourse by
reproducing netizens' emotions. This demonstrates that China's online nationalism is
not unidirectional indoctrination but an interactive governance model centered on
achieving voluntary resonance through linguistic co-construction.

The regeneration of digital sovereignty and cross-platform national narratives
expands academic understanding of digital sovereignty. While existing literature like
Jiang & Fung (2023) primarily focuses on the Chinese government's control over
platforms and data, this study demonstrates that Chinese netizens can also achieve
symbolic, non-official digital sovereignty through cross-platform actions such as
circumventing the Great Firewall and creating memes. The online mobilization of
DiBa's campaigns and the narrative frameworks of official media jointly constitute
digital borders, while algorithmic reinforcement on Weibo and Bilibili further forms
internal and external closed loops. These findings demonstrate that Chinese
nationalism has partially transformed from traditional geopolitics to digital politics,
where sovereignty imaginaries no longer remain confined by national borders but
continuously expand through information technology and discourse circulation in
virtual spaces.

The innovation of these findings lies in revealing Chinese cyber-nationalism as a
multi-layered, cross-media mobilization system. This research not only validates prior
literature on spontaneous nationalism but further demonstrates its operational reliance
on the interplay between platform algorithms, linguistic symbols, and state
governance. This signifies that Chinese nationalism in the digital environment has
transformed from a political act into a systemic production process—propelled by

platforms and sustained by collective sentiment. This process of mutual construction
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offers a crucial entry point for understanding contemporary Chinese digital

governance and public opinion control.

Summary of Major Findings

Through open coding and thematic integration of two representative cases—the
2016 DiBa campaign targeting foreign websites and the 2025 internal network
response to William Lai Ten Talks on Unity on Unity—this study reveals three core
operational logics of Chinese cyber nationalism in the digital environment: the traffic
logic of emotional nationalism, the discursive constitution between official and
popular spheres, and the regeneration of digital sovereignty and cross platform
national narratives.

This study confirms the link between emotion and traffic. Taking DiBa as an
example, memes, emojis, and group based task division enabled the rapid
commodification of anger, humor, and patriotic sentiment, amplified by platform
algorithms. In the William Lai case, Chinese authorities and media employed similar

99 ¢

emotional rhetoric terms like “national righteousness,” “selling Taiwan,” and
“destroying Taiwan” to construct moralized narratives, repeatedly reinforcing
consensus through internal network mechanisms. Emotion serves both as mobilization
material and as capital converted by platforms and governance mechanisms into
visible political energy.

Furthermore, official and grassroots discourses exhibit high mutual construction.
Grassroots rhetoric adopts official mobilization terms like “marching to battle” and
“unification,” while official language incorporates popular expressions to enhance

dissemination effectiveness. This blurs the clear boundaries between top-down and

bottom-up approaches, forming a coevolutionary political communication field. It
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further endows certain grassroots behaviors with symbolic semi official status and
influence.

Regarding the importance of digital sovereignty and cross platform regeneration,
the DiBa incident demonstrates citizens' capacity to reconstruct China centered
narratives externally through technical means like VPNs, circumventing firewalls, and
cross platform posting. Internally, authorities repeatedly reinforce identical discourses
via algorithms, push notifications, and content governance, perpetually reproducing
sovereign narratives within digital spaces. Together, these form a cycle of outward
penetration and inward consolidation.

Given the potential deletion or blocking of domestic content, research relies on
news reports, screenshots, and reposted materials to supplement the scarcity of
original archives. This study utilizes only publicly available texts and interaction data,
excluding deep interviews or platform backend data. Consequently, limitations exist
in the depth of interpretation regarding actors' subjective meanings and the precise
mechanisms of platform algorithms.

This chapter conceptualizes digital nationalism as a multidimensional, interactive
generative process rather than propaganda from a single source or an emotional
outburst. Through the interplay of emotional mobilization and discursive co-
construction, online nationalism can be manufactured, disseminated, and
institutionalized across platforms, potentially exerting feedback effects on
international public opinion and national policy spaces. This finding directly
addresses the research question: Chinese online nationalism not only shapes social
media discourse but also possesses the potential for its forms and vocabulary to be co-
opted or amplified by official channels. Consequently, it may evolve into an official

agenda or be integrated into policy discourse, contingent upon the resonance of its
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vocabulary, the amplification effects of platform algorithms, and the state's selective

governance strategies.
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CONCLUSION

How Chinese cyber nationalism influences social media, and whether such
online movements may evolve into official policy or be incorporated into state
discourse and diplomatic rhetoric, is examined through two representative cases: the
2016 DiBa campaign's cross wall actions on external platforms and the 2025 William
Lai Ten Talks on Unity network responses, this study employs open coding and
thematic integration analysis of interactions between official and private actors on
domestic platforms. It draws the following conclusions.

Emotional Commercial Logic serves as a core operational mechanism of online

nationalism. The DiBa case demonstrates how memes,Zz/% &, and group based task

division visualize and entertain anger and patriotic sentiment, converting them into
platform recognizable traffic that algorithms amplify for visibility. Within the internal
network, specifically the Ten Talks on Unity, we observed official discourse
employing similar emotional vocabulary terms like “national righteousness” and
“selling out Taiwan” to institutionalize and moralize emotional capital, repeatedly
reinforced through media and algorithms. Together, these demonstrate that emotion
serves not only as a mobilization tool but also as an asset consumed and amplified by
the platform economy, becoming a key intermediary enabling the rapid diffusion of
cyber nationalism.

This study finds that official discourse and netizen rhetoric intersect. Although
DiBa's actions possess grassroots and community spontaneity, the extensive use of
terms like “expedition,” “frontline,” and “unification” overlaps semantically with
official mobilization language. Conversely, official discourse within the internal
network adopts and reshapes popular vernacular, such as incorporating netizen

labeled terminology into official propaganda. Grassroots actions gain reinterpretation
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and legitimization through official discourse, while authorities leverage popular
sentiment and vocabulary to enhance online reach and public appeal. Online
nationalism in China is neither unidirectional state indoctrination nor purely
spontaneous grassroots movement, but rather a reconstructed outcome of language,
symbols, and platform mechanisms.

The DiBa case demonstrates that VPN technology and cross platform activism
themselves become symbolic acts of digital sovereignty. Through technical means,
grassroots discourse is projected onto blocked international platforms, enabling
China-centric narrative projection within global discourse spaces. The Lai case
reveals that domestic platforms can rapidly regenerate and solidify consensus around
the One China narrative through algorithmic manipulation, content prioritization, and
media platform integration. Both cases collectively indicate that the current influence
of cyber nationalism depends not only on technical circumvention, platform design,
and algorithms, but also on political state governance and media mobilization. Their
interaction forms a cross domain discourse production and reproduction circuit.

In summary, regarding the research question of whether online nationalism may
evolve into an official agenda, this study reaches a conditional conclusion: online
nationalism possesses significant potential to be absorbed or amplified by the state,
but this typically hinges on whether the action aligns with national interests,
diplomatic strategies, or domestic stability objectives. When the rhetoric and
sentiment of grassroots actions serve state narratives or diplomatic needs, the state
tends toward selective tolerance, guidance, or transformation. However, if actions
exceed controllable limits or risk significant damage to international image, they face

suppression or cleanup. This selective enforcement and tolerance aligns with the
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digital sovereignty governance logic described in prior literature, constituting a key
finding of this study.

The theoretical and practical contributions of this research include: Introducing
traffic logic and the attention economy into cyber nationalism analysis, revealing how
emotions are transformed into tradable resources on platforms. It provides an
analytical framework describing the mutual construction of state and civil discourses,
illustrating how they function as resources for each other at the lexical level.

Focusing on two representative cases, this study primarily analyses publicly
available texts and media materials. It does not include platform backend data or in
depth interviews, thus unable to make precise causal judgments regarding the
subjective motivations of mobilizers or the actual operation of platform algorithms.
Future research could integrate platform data analysis, in-depth interviews, or
experimental methods to further examine the mechanism from emotion to algorithm
to policy absorption. It could also extend to other contexts or comparative studies
across nations to validate the explanatory framework proposed in this study.

In summary, this study demonstrates that China's online nationalism possesses
both spontaneous and mass-cultural dimensions while being embedded within the
structures of the platform economy and state governance. It can rapidly amplify
through emotional traffic mechanisms and, under specific conditions, be absorbed or
transformed by official discourse, becoming a significant force influencing public

opinion and even shaping diplomatic and policy contexts.
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APPENDIX-1
BBC 37 ¥ https://www.bbc.com/news/world-asia-china-

353689307?0CID=fbasia&ocid=socialflow facebook&ns mchannel=social&ns camp

aigh=bbcnews&ns source=facebook

The Facebook page of Taiwan's new president-elect Tsai Ing-wen has been flooded
with hostile posts, seemingly from mainland China.

Tens of thousands of posts demanded that the island be reunified with the mainland,
under Beijing's control.

Meanwhile, China conducted military drills on its coast opposite Taiwan.

Ms Tsai and her Democratic Progressive Party (DPP) won a landslide victory in
presidential and parliamentary elections on Saturday.

The DPP is broadly supportive of independence from China.

Beijing considers Taiwan a breakaway province that must one day be brought back
under mainland control.

It is concerned that Taiwan may declare formal independence although Ms Tsai has
not declared herself in favour of such a move.

‘Love the motherland'

Ms Tsai brushed off the Facebook campaign

, external on Thursday, saying: "The greatness of this country lies in how every single
person can exercise their rights."”

Her party, too, said they "respected"” those who exercised freedom of speech.

Several commenters have posted a set of Chinese communist slogans, urging "love for
the motherland”, in quick succession

Most of the posters wrote in the simplified Chinese characters used on the mainland,
as opposed to the traditional characters used in Taiwan.

Many repeatedly spammed Ms Tsai's Facebook page with a series of Chinese
Communist Party slogans known as the "eight honours and eight shames", which
among other things encourages "love for the motherland”.

Access to Facebook and most major Western social media sites are officially blocked
in mainland China - although technologically savvy users often circumvent the
restrictions.

The irony was not lost on Taiwanese Facebook posters, who sarcastically

congratulated the mainland critics on bypassing the firewall.
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Observers say the comments appear to be part of a campaign organised from China
although it is not clear by whom.Chinese officials have been known to pay online
commentators, external to post opinions supportive of government policies. Some
experts, external have estimated that China employs about 250,000 "paid

commenters™.

‘Live-fire'

China said it had carried out live-fire landing drills at its base in Xiamen, near the
Taiwan-controlled island of Kinmen, "in recent days".

The drills involved the use of long-range rockets and amphibious tanks, Chinese state
TV said, without giving more details.

Tsai Ing-wen will replace Taiwan's more pro-China current president, Ma Ying-jeou
Steve Lin, an official from Taiwan's Mainland Affairs Council, which manages the
island's affairs with China, described the drills as "very bad news".

"We'll raise our military deployment, and at the same time we'll deal with it via
reasonable dialogue with the Chinese side," he said in quotes carried by Reuters news
agency.

Ms Tsai says she wants peaceful relations with China. The island has ruled itself since
Chiang Kai-shek's Nationalists fled there in 1949 after being defeated by Communist

forces in the civil war.
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